Agenda CMG Canada Seminar:  March 18th 2008 (Toronto)
TIME: 

8:30a.m. - Noon
LOCATION:  
C’est What   67 Front Street East http://www.cestwhat.com/map.asp
ATTIRE: Business attire or Business casual (hard-soled shoes, slacks, collared shirt)

If this program is not of interest to you, please pass it on to the appropriate group within your organization  ...  or have them visit 

CMG Canada at http://regions.cmg.org/regions/cacmg//index.html 

Tuesday March 18th, 2008
8:30 AM
Continental Breakfast

9:00 AM
Welcome 
9:05 AM
Secure Network Access: Real-time measurement 
of users compliance to policy


Vitaly Levin, Nortel
T

he objective of this seminar is to review the exposure, controls and measurements around end user and device security. Unsecured endpoints, unauthorized LAN and Mobile users, patching inefficiencies and misconfiguration open the door to malicious threats from viruses, worms and unwanted software. Being able to perform real-time measurement, verification and quarantine of end devices, can provide safe access to employees, contractors, guests and command control devices. This seminar will focus on:  

· Defining the needs, policies and measurements for end point compliance 

· Enabling access for employees, guests, contractors and command control devices 

· Using Filters, QoS and Intelligent Traffic Management to measure, identify and control bad traffic in the Network. 

Vitaly Levin has over 20 years of IT experience in the financial services, government and telecommunication industries. He spent the last 12 years developing security solutions and risk mitigation strategies for multi-national organizations, and associated industry groups. Vitaly joined Nortel in 2005 and is currently the Senior Security Architect for Canada helping customers protect their critical assets.
10:20 AM
Coffee
10:45 AM
Network Application Monitoring
           

Carey McClymont, Radware
T
his technology offers users solutions that move beyond the point of keeping applications up and running . It enables them to dig deeper into the network layers to provide a broader and more detailed view of activity enabling companies in the enterprise and carrier spaces to conduct their business more effectively. The technology delivers on three specific requirements: 
1. understanding the behavior of the application on the network;

2. understanding the user identity and 

3. understanding and interpreting business events embedded within transactions. 

In applying these three criteria the technology makes networks more intelligent so greater business value can be extracted from their data transactions. By arming customers with real-time access to critical business data and intelligently routing, accelerating, and securing that user session traffic, companies can optimize their business processes, and other new products and services on-the-fly to customers. 

Carey McClymont has been with Radware for over 8 years working in environments to increase productivity and availability of resources within an infrastructure. Carey’s networks include: CIBC, Bell Canada, TELUS Canada, Correctional Services Canada etc. Architecting networks to provide global redundancy, SIP acceleration, application acceleration, and capacity management. With Carey’s hands on knowledge, Radware has been able to implement solutions to handle the most advanced networks in Canada. Carey has been a keynote speaker at events such as Infosec, Bell CSE conference and GTEC.   
12:00 PM
Adjourn
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